
Background:  
 

Cybercrime has plagued the global banking system over the last few years. The amount of money being 
taken in cyber-heists, in both banking and elsewhere, has reached staggering levels. Last year, the theft  of 
$81 million in February 2016 from Bangladesh’s central bank using SWIFT messages rocked the banking 
industry. Recently on October 2017, Hackers managed to pinch $60m from the Far Eastern International 
Bank in Taiwan by infiltrating malware in the system and gain control over the SWIFT access. Reserve Bank 
of India (RBI) reported 16,468 instances of financial cybercrime in 2015-16. Like other Global Banking 
Industry, Nepalese Banking Industry has recently witnessed its vulnerability with recent cyber heists.   

Therefore, strengthening security guideline and cyber security posture and revamping their security practices 
has been of paramount importance to banking industry.  

In order to make banking professional aware, explore mitigant and intervene control mechanism from the 
policy level, NBI proudly announces Cyber Security Conference with participation from local as well as 
international speakers. 
  
 

 

 

 
Date : 30th November 2017 

Time: 9:00 am to 5:00 pm 

Venue : Hyatt Regency, Kathmandu 

Fee : Nrs. 14,500/-  plus VAT for 1-2 participants 
3– 5 participant :10% Discount 

6& above participant : 15% Discount 

Presents 

Conference on Cyber Security 

 

Key Speakers 

Local Experts from NRB, CIB and 
Commercial Banks 

Experts from Bangladesh  Experts from India 
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Target Audience:  
 

 Chief Operating Officer 

 Operation Head, 

 Internal Audit Head & Compliance Head 

 Head of Security & Admin 

 GMs 

 AGMs 

 Department Heads 

 IT Heads 

 Head-Risk Management 

 Branch Managers 

Program Highlights  
 

  Latest tend in cyber crime with context to high profile cases.  

 Best practices for incident response 

 Information security program and related policies plans and programs. 

 Regulatory  Enforcement action. 


